
Protection of client’s ownership of assets:

We select our custodians and banks with industry-standard due diligence and ensure
that they employ robust security protocols and cutting-edge technologies to secure and
safeguard the assets held on behalf of our clients. These measures are designed to
mitigate risks associated with unauthorized access, fraud, and other potential threats.

Our commitment to client asset protection includes:

 Secure Infrastructure: We operate with regulated custodians and banks that
include secure infrastructure that employs advanced encryption techniques and
multi-layered security protocols to safeguard client money and assets.

 Cold Storage: A significant portion of digital assets is stored in offline or cold
storage wallets, reducing exposure to online threats.

 Segregation of Client Money and Assets: We adhere to a strict policy of
segregating client funds and assets from our operational funds. This segregation
ensures that client money and assets are distinct from the company's own
finances, providing an additional layer of protection.

 Regular Audits: We conduct regular internal and external audits to ensure the
integrity of our systems and verify the accuracy of asset holdings and frequent
reconciliation of client money and assets.

 Insurance Coverage: We have obtained insurance coverage through the
custodian to provide an additional layer of protection for client assets, subject to
the terms and conditions of the policy.

 Compliance with Regulatory Standards: Our operations adhere to the regulatory
standards set forth by VARA and CBUAE, ensuring compliance with industry best
practices.

We understand the importance of maintaining the trust of our clients, and we
continuously invest in enhancing the security measures that protect their assets. If you
have any questions or require further information, please don't hesitate to contact us.
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https://chat.openai.com/c/9e2ce319-1300-47ed-a26c-e0ae927038ae#contact-link

